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CAPO |
PRINCIPI GENERALI

ART. 1 — Oggetto e norme di riferimento

1. Il presente Regolamento disciplina il trattaredei dati personali, realizzato mediante I'impaauaki
videosorveglianza cittadina, attivato nel terribasrbano del Comune di ROCCA CANAVESE

2. Per tutto quanto non risulta essere dettaglemdendisciplinato nel presente Regolamento si airevi
guanto disposto dal Codice in materia di protezideiedati personali approvato con Decreto Legiaa80
giugno 2003, n. 196 e al Provvedimento GaranteaByivin materia di videosorveglianza 8 aprile 2010
pubblicato sulla G.U. n. 99 del 29 aprile 2010.

ART. 2 - Definizioni
1. Ai fini del presente Regolamento si intende:

a) per ‘banca dati’, il complesso di dati personali, formatosi predsosala di controllo e trattato
esclusivamente mediante riprese video che, in iglazai luoghi di installazione delle telecamere,
riguardano prevalentemente i soggetti che trarsiteti’area interessata ed i mezzi di trasporto;

b) per ‘trattamento”, tutte le operazioni o complesso di operazionipl® con l'ausilio dei mezzi
elettronici, informatici o0 comunque automatizzabncernenti la raccolta, la registrazione, I'orgaarione,
la conservazione, l'elaborazione, la modificaziohe, selezione, I'estrazione, il raffronto, ['utila,

I'interconnessione, il blocco, la comunicazioneyEntuale diffusione, la cancellazione e la disizibne di

dati;

c) per ‘dato personalé, qualunque informazione relativa a persona fisiparsona giuridica, Ente o
associazione, identificati o identificabili anchieettamente, e rilevati con trattamenti di immaggffiettuati
attraverso I'impianto di videosorveglianza;

d) per ‘titolare”, 'Ente Comune di ROCCA CANAVESE, nelle sue asl@zioni interne, cui competono le
decisioni in ordine alle finalita ed alle modalitél trattamento dei dati personali;

e) per fesponsabilé, la persona fisica, legata da rapporto di seovdititolare e preposto dal medesimo al
trattamento dei dati personali;

f) per “incaricati”, le persone fisiche autorizzate a compiere ogiera di trattamento dal titolare o dal
responsabile;

g) per ‘interessatd, la persona fisica, la persona giuridica, I'Emteassociazione cui si riferiscono i dati
personali;

h) per ‘tomunicazionég, il dare conoscenza dei dati personali a uno W goggetti determinati diversi
dall'interessato, in qualunque forma, anche mediéntoro messa a disposizione o consultazione;

i) per “diffusione”, il dare conoscenza generalizzata dei dati peisansoggetti indeterminati, in qualunque
forma, anche mediante la loro messa a disposizia@mnsultazione;

) per “dato anonimd’, il dato che in origine a seguito di inquadratunaa seguito di trattamento, non puo
essere associato ad un interessato identificatertificabile;

m) per ‘bloccd’, la conservazione di dati personali con sospemsiemporanea di ogni altra operazione di
trattamento.

ART. 3 — Finalita

1. Il presente Regolamento garantisce che il tretdao dei dati personali, realizzato mediante pianto di
videosorveglianza attivato sul territorio urband @emune di ROCCA CANAVESE, si svolga nel rispetto
dei diritti, delle liberta fondamentali, nonché ldedlignita delle persone fisiche, con particoldferimento
alla riservatezza e all'identita personale. Gasaetj altresi, i diritti delle persone giuridich@ieogni altro
Ente o associazione coinvolti nel trattamento.

2. Il sistema informativo e i programmi informatgmno configurati riducendo al minimo I'utilizzanie dei
dati personali e di dati identificativi, in modo dacluderne il trattamento quando le finalita pgugte nei



singoli casi possono essere realizzate medianieadanimi od opportune modalita che permettano di
identificare l'interessato solo in caso di necessit

3. Presso il Servizio di Polizia Municipale sonasigmnati monitor per la visione in diretta dellamagini
riprese dalle telecamere.

Art. 4 - Trattamento dei dati personali per le findita istituzionali dell'impianto di videosorveglianza
1. Il trattamento dei dati personali e effettuateguito dell’attivazione di un impianto di videogeglianza.

2. Le finalita istituzionali del suddetto impiargono del tutto conformi alle funzioni istituziondimandate

al Comune di ROCCA CANAVESE, in particolare dal d3.11.8 agosto 2000 n. 267, dal D.P.R. 24 luglio
1977, n.616, dal D.Lgs.31 marzo 1998, dalla leggmafzo 1986 n. 65 sull’ordinamento della Polizia
Municipale, nonché dallo Statuto e dai Regolameotinunali.La disponibilita tempestiva di immagini

presso il Servizio di Polizia Municipale costituéscinoltre, uno strumento di prevenzione e di
razionalizzazione dell'azione della Polizia Munilg stessa sul territorio comunale, in stretto ges@ con

le altre forze dell’ordine.

3. Gli impianti di videosorveglianza, in sintewan® finalizzati:

a) a prevenire e reprimere gli atti delittuosi, detivita illecite e gli episodi di microcriminalita
commessi sul territorio comunale e quindi ad asareumaggiore sicurezza ai cittadini nell’ambito
del piu ampio concetto di “sicurezza urbana”, éodividuata secondo il Decreto Ministro Interno 5
agosto 2008;

b) a tutelare gli immobili di proprieta o in gest® dell Amministrazione Comunale e a prevenire
eventuali atti di vandalismo o danneggiamento déiifonio pubblico;

c) al controllo di determinate aree;
d) al monitoraggio del traffico;
e) alla tutela ambientale, con particolare rifemmo al fenomeno dell’abbandono dei rifiuti;

f) a sovrintendere alla vigilanza del territoriofede di prevenire e contrastare determinati pdrico
che minacciano la sicurezza urbana, tutelandalimbdo coloro che piu necessitano di attenzione:
bambini, giovani e anziani, garantendo un elevaadqdi sicurezza nelle zone monitorate.

4. Il sistema di videosorveglianza comportera eseimente il trattamento di dati personali rilevati
mediante le riprese video e che, in relazione aghi di installazione delle videocamere, interessan
soggetti ed i mezzi di trasporto che transiteramgibarea interessata.

5. Gli impianti di videosorveglianza non potrannes@re utilizzati, in base all’art. 4 dello statwdei

lavoratori (legge 300 del 20 maggio 1970) per &ffee controlli sull’attivita lavorativa dei dipeeuti

del’'amministrazione comunale, di altre amminisimak pubbliche o di altri datori di lavoro, publilio

privati. Gli impianti di videosorveglianza non patino essere utilizzati per finalita statistichepmeno se
consistenti nella raccolta aggregata dei dati dfipatita di promozione turistica.Le immagini nootpanno
essere utilizzate per lirrogazione di sanzioni pdrazioni al Codice della Strada, ma esclusivat@erer
'eventuale invio di personale con qualifica dpano di polizia stradale per le contestazioni aisseel
Codice della Strada.

CAPO I
OBBLIGHI PER IL TITOLARE DEL TRATTAMENTO

Art. 5 - Notificazione

1. I Comune di ROCCA CANAVESE, nella sua qualitatidolare del trattamento dei dati personali,
rientrante nel campo di applicazione del preseeglamento, adempie agli obblighi di notificazione
preventiva al Garante per la protezione dei datiqo®ali, qualora ne ricorrano i presupposti, asserper gli
effetti degli artt. 37 e 38 del Codice in materiapdotezione dei dati personali approvato con decre
legislativo 30/6/2003, n. 196.



Art. 6 — Responsabile

1. Il titolare del trattamento designa uno o pispansabili del trattamento dei dati personali glein base
al settore di riferimento, ai sensi per gli effetéll'art. 2, lett. e). Gli stessi saranno desigean atto del
Sindaco. E’ consentito il ricorso alla delega sardi funzioni da parte del designato, previa apgzmne
del Sindaco.

2. Il responsabile deve rispettare pienamente quanavisto, in tema di trattamento dei dati perépdalle
leggi vigenti, ivi incluso il profilo della sicurea, e dalle disposizioni del presente regolamento.

3. Il responsabile procede al trattamento attengndlbe istruzioni impartite dal titolare il qualenche
tramite verifiche periodiche, vigila sulla puntuasservanza delle disposizioni del presente regoiton e
delle proprie istruzioni.

4. | compiti affidati al responsabile devono essarwliticamente specificati per iscritto, in sede d
designazione.

5. Il responsabile designa per iscritto ed in nuranitato e strettamente indispensabile tutte despne
fisiche incaricate del trattamento dei dati, autzate sia ad accedere ai locali dove sono sitegtedtazioni

di controllo sia ad utilizzare gli impianti e, neasi in cui sia indispensabile per gli scopi peuggga
visionare le immagini. Il numero di soggetti indiuato deve essere limitato e puo trattarsi anche di
collaboratori esterni.

6. Gli incaricati del materiale trattamento devoelaborare i dati personali ai quali hanno accesso
attenendosi scrupolosamente alle istruzioni deltie o del responsabile.

Art. 7 - Persone autorizzate ad accedere alle pogiani di controllo

1. L’accesso al sito delle postazioni di contr@l@onsentito solamente, oltre al Sindaco o suaydide al
personale in servizio della Polizia Municipale aifzato dal Responsabile del competente Servizgle
incaricati addetti ai servizi, di cui ai successixticoli.

2. Eventuali accessi di persone diverse da queilnzi indicate devono essere autorizzati, peittiscdal
Responsabile del Servizio di Polizia Municipale.

3. Possono essere autorizzati all'accesso allaaterdperativa solo incaricati di servizi rientiargi compiti
istituzionali dell’ente di appartenenza e per sampinessi alle finalita di cui al presente regolatoenonché
il personale addetto alla manutenzione degli inpiedhalla pulizia dei locali.

4. Il Responsabile della gestione e del trattaménpartisce idonee istruzioni atte ad evitare azisum o
rilevamento di dati da parte delle persone autateall’accesso per le operazioni di manutenziosglid
impianti e di pulizia dei locali.

5. Gli incaricati dei servizi di cui al presentgotamento vigilano sul puntuale rispetto delleuzioni e
sulla corretta assunzione di dati pertinenti e rooedenti rispetto allo scopo per cui € stato azmio
I'accesso.

Art. 8 - Nomina degli incaricati e dei preposti ald gestione dell’impianto di videosorveglianza

1. Il responsabile, designa e nomina i prepostiimero sufficiente a garantire la gestione deliziendi
videosorveglianza nell’ambito degli operatori diiBia Municipale.

2. | preposti andranno nominati tra gli Ufficiald Agenti in servizio presso la Polizia Municipaleecper
esperienza, capacita ed affidabilita fornisconmétogaranzia nel pieno rispetto delle vigenti digponi in
materia di trattamento e sicurezza dei dati.

3. La gestione dell'impianto di videosorveglianzarigervata agli organi di Polizia Municipale, avent
gualifica di Ufficiali ed Agenti di Polizia Giudiaria ai sensi dell’art. 55 del Codice di Procedeeaale.

4. Con l'atto di nomina, ai singoli preposti sararaifidati i compiti specifici e le puntuali presoni per
I'utilizzo dei sistemi.

5. In ogni caso, prima dell'utilizzo degli impiantssi saranno istruiti al corretto uso dei sistesuile
disposizioni della normativa di riferimento e subgente regolamento.

6. Il Responsabile del trattamento dei dati e mtiaricati addetti, anche il personale esterno &ulddia
manutenzione, sono responsabili della custodi&, naEntenimento e dell'assoluta riservatezza delle
password.



7. Nei locali ove é posizionato il sistema ope@titene tenuto il registro degli accessi su cuasao
annotate, a cura del responsabile della gestiodel drattamento o dell'incaricato addetto al sdoyiz
data,ora, i dati assunti, la motivazione e quatntaitenga di annotare, il tutto da lui sottodoritNel caso di
manutenzione delle telecamere e/o del sistemacdola dati, e di conseguente momentanea intemazio
delle riprese video e/o della registrazione detlenagini, verranno annotati su apposito registregugnti
dati :

individuazione delle telecamera non funzionante;

- data e ora di inizio e fine della manutenzione;

incaricato alla manutenzione

natura del guasto
Art. 9 - Accesso ai sistemi e parole chiave

1. L’'accesso ai sistemi & esclusivamente conseatit@esponsabile, ai preposti come indicato neitipun
precedenti.

2. Gli incaricati ed i preposti saranno dotati thgria password di accesso al sistema.

3. Il sistema dovra essere fornito di “log” di a&se, che saranno conservati per la durata di armni u

CAPO 1lI
TRATTAMENTO DEI DATI PERSONALI

Sezione |
RACCOLTA E REQUISITI DEI DATI PERSONALI
Art. 10 - Modalita di raccolta e requisiti dei dati personali
1. | dati personali oggetto di trattamento sono:
a) trattati in modo lecito e secondo correttezza;

b) raccolti e registrati per le finalita di cui ptecedente art. 4 e resi utilizzabili in altre @zeoni del
trattamento a condizione che si tratti di operazimm incompatibili con tali scopi, esatti e, seessario,
aggiornati;

c) raccolti in modo pertinente, completo e non deote rispetto alle finalitd per le quali sono mitta
successivamente trattati;

d) conservati per un periodo non superiore a qugtilettamente necessario al soddisfacimento daebdith
istituzionali dell'impianto, per le quali essi sostati raccolti 0 successivamente trattati ed ini @@so pari
al periodo di tempo stabilito dal successivo condna

e) trattati, con riferimento alla finalita dell’dis dei flussi del traffico, di cui al precederad.4, comma 3,
lett. d), con modalita volta a salvaguardare I'am@to ed in ogni caso successivamente alla fada del
raccolta, atteso che le immagini registrate possomntenere dati di carattere personale.

2. | dati personali sono ripresi attraverso le dateere dell'impianto di videosorveglianza instalaul
territorio comunale. La quantita e I'ubicazioneldatlecamere sara evidenziata in apposito documeat
Giunta Comunale, esclusivamente per perseguirenddith previste dal presente Regolamento, puo, con
propria deliberazione, modificare ed incrementarddtazione degli impianti di videosorveglianza.

3. Le telecamere di cui al precedente comma 2 comse, tecnicamente, riprese video a colori in dodi

di sufficiente illuminazione naturale o artificiale in bianco/nero in caso contrario. |l titolaed ttattamento

dei dati personali si obbliga a non effettuareaser di dettaglio dei tratti somatici delle persoetee non
siano funzionali alle finalita istituzionali deltipianto attivato. | segnali video delle unita girésa saranno
inviati presso la sede municipale del Comune didaoCanavese presso la stazione di monitoraggio e
controllo. In questa sede le immagini saranno Vizzgte su monitor e registrate su appositi server.
L'impiego del sistema di videoregistrazione € neaés per ricostruire I'eventqer le finalita previste dal




presente Regolamento. Le telecamere hanno le exésttthe tecniche descritte in apposita relazione
rilasciata dalla ditta installatrice e conservatdi atti del Comune. Le immagini videoregistratengo
conservate per un tempo non superiore a 7 gewocessivi alla rilevazione, salvo il caso in dudebba
aderire ad una specifica richiesta investigativladgorita giudiziaria o di polizia giudiziaria irelazione ad
un’attivita investigativa in corso, nel quale trospplicazione quanto disposto dal Garante perdgepione

dei dati personali con proprio provvedimento in eniat di videosorveglianza del 08.04.2010 al puBta.1.
“verifica preliminare”. In relazione alle capacith immagazzinamento delle immagini sui server, le
immagini riprese in tempo reale sovrascrivono @uedhistrate.

4. In tutti i casi in cui si voglia procedere a altungamento dei tempi di conservazione per unogeri
superiore a quello di cui al comma precedente (@onehe non derivi da una specifica richiesta defbata
giudiziaria o di polizia giudiziaria in relazione um’'attivita investigativa in corso) va inoltratpexifica
richiesta al Garante per la necessaria verificéinpireare, ipotizzando la fattispecie come ecceZemel
rispetto del principio di proporzionalita, con rifeento alle esigenze di sicurezza perseguite,calferete
situazioni di rischio riguardanti eventi realmemeombenti e per il periodo in cui venga confermie
eccezionale necessita.

Art. 11 - Obblighi degli operatori

1. L'utilizzo del brandeggio da parte degli operagodegli incaricati al trattamento dovra essemefarme ai
limiti indicati nel presente regolamento.

2. L'utilizzo delle telecamere & consentito solo ibeontrollo di quanto si svolga nei luoghi puldbimentre
€SS0 non € ammesso nelle proprieta private.

3. Fatti salvi i casi di richiesta degli interessdttrattamento dei dati registrati, questi ultipissono essere
riesaminati, nel limite del tempo ammesso per laseovazione di cui al precedente articolo, soloaso di
effettiva necessita per il conseguimento delleliiaadi cui all’art. 4 comma 3 e a seguito di regyel
autorizzazione di volta in volta richiesta al Sioda

4. La mancata osservanza degli obblighi previsprakente articolo comportera I'applicazione dizéami
disciplinari e, nei casi previsti dalla normativigente, di sanzioni amministrative oltre che I'aandegli
eventuali procedimenti penali.

Art. 12 - Informazioni rese al momento della raccdh

1. I Comune di ROCCA CANAVESE, in ottemperanzauaioto disposto dall’art. 13 del decreto legislativo
30/6/2003 n. 196, si obbliga ad affiggere un’adégs@gnaletica permanente, nelle strade e nelizgia
cui sono posizionate le telecamere, su cui é @pmrta seguente dicitura: “area videosorvegliata -
registrazione é effettuata dal Comune di Rocca @Ga@aper fini di sicurezza art. 13 del Codice irieria di
protezione dei dati personali (D.Lgs. n. 196/2003)"

2. Il Comune di ROCCA CANAVESE si obbliga a comwrie alla comunita cittadina l'avvio del
trattamento dei dati personali, con I'attivazioral'dnpianto di videosorveglianza, I'eventuale iramento
dimensionale dell'impianto e I'eventuale successix@ssazione per qualsiasi causa del trattamento
medesimo, ai sensi del successivo art. 15, mediamevia affissione di appositi manifesti informat/o

altri mezzi di diffusione locale.

Sezione |l
DIRITTI DELL'INTERESSATO NEL TRATTAMENTO DEI| DATI
Art. 13 - Diritti dell'interessato

1. In relazione al trattamento dei dati personalidressato, dietro presentazione di appositanistaha
diritto:

a) di ottenere la conferma dell’esistenza di traétati di dati che possono riguardarlo;

b) di essere informato sugli estremi identificatil titolare e del responsabile oltre che sulhalita e le
modalita del trattamento cui sono destinati i dati;

c) di ottenere, a cura del responsabile, nei tarpnavisti dalla normativa vigente:



1) la conferma dell’esistenza 0 meno di dati pesfioche lo riguardano anche se non ancora
registrati e la comunicazione in forma intelligbilei medesimi dati e della loro origine, nonchiéadegica
applicata in caso di trattamento effettuato condio di strumenti elettronici, delle modalita elle finalita
su cui si basa il trattamento; la richiesta non gsgere inoltrata dallo stesso soggetto se harotsaglmeno
novanta giorni dalla precedente istanza, fattaasdédgistenza di giustificati motivi;

2) la cancellazione, la trasformazione in formarama o il blocco dei dati trattati in violazione di
legge, compresi quelli di cui non & necessariaoteservazione in relazione agli scopi per i quaaii sono
stati raccolti o successivamente trattati;

d) di opporsi, in tutto o in parte, per motivi laghi, al trattamento dei dati personali che louagdano,
ancorché pertinenti allo scopo della raccolta.

2. Per ciascuna delle richieste di cui al commeett, c), n. 1), puo essere chiesto all'interessat@ non
risulti confermata I'esistenza di dati che lo rigleno, un contributo spese, non superiore ai costi
effettivamente sopportati e comprensivi dei costigersonale, secondo le modalita previste daltenativa
vigente.

3. | diritti di cui al presente articolo riferitii @ati personali concernenti persone decedute possesere
esercitati da chi ha un interesse proprio, o agisitgela dell'interessato o per ragioni familiaaéritevoli di
protezione.

4. Nell'esercizio dei diritti di cui al comma 1 fiieressato puo conferire, per iscritto delega ayra a
persone fisiche, enti, associazioni od organismintéressato puo, altresi, farsi assistere da perst
fiducia.

5. Le istanze di cui al presente articolo poss@sere trasmesse al titolare o al responsabile anetieante
lettera raccomandata, telefax o posta elettronica.

6. Nel caso di esito negativo alla istanza di ¢uldammi precedenti, I'interessato puo rivolgersiGarante
per la protezione dei dati personali, fatte sakepbssibilita di tutela amministrativa e giurisdizale
previste dalla normativa vigente.

Sezione Il
SICUREZZA NEL TRATTAMENTO DEI DATI,
LIMITI ALLA UTILIZZABILITA’ DEI DATI
Art. 14 - Sicurezza dei dati

1. | dati personali oggetto di trattamento sondanli§ ai sensi e per gli effetti del precedente 40, comma
3.

2. L'utilizzo dei videoregistratori impedisce dinmiovere il disco rigido su cui sono memorizzate le
immagini.

Art. 15 - Cessazione del trattamento dei dati

1. In caso di cessazione, per qualsiasi causa tlattamento i dati personali sono:

a) distrutti;

b) conservati per fini esclusivamente istituziomil'impianto attivato.

Art. 16 - Limiti alla utilizzabilita di dati person ali

1. La materia € disciplinata dall’art. 14 del Cedio materia di protezione dei dati approvato ceoreto
legislativo 30 giugno 2003 n.196 e successive nmeakioni e o integrazioni.

2. Le prescrizioni del presente Regolamento hatome presupposto il rispetto dei diritti e delleelita
fondamentali dei cittadini e della dignita dellergme, con particolare riferimento alla riservatezz
allidentita e alla protezione dei dati personabn riguardo, per quanto qui interessa, anchelibiata di
circolazione nei luoghi pubblici o aperti al puldolj nel rispetto dei principi di liceita, necessita
proporzionalitd e finalita, di cui al provvedimenuel Garante del 29 aprile 2004 integrato con
provvedimento del 8 aprile 2010.



Principio di liceita
Il trattamento dei dati attraverso sistemi di visleweglianza € possibile solo se e fondato su wio d
presupposti di liceita che il Codice prevede peogjani pubblici.

La videosorveglianza deve avvenire nel rispettioeahe della disciplina in materia di proteziore dhti, di
guanto prescritto da altre disposizioni di leggedservare in caso di installazione di appareaathioxisivi.

Vanno richiamate al riguardo le norme vigenti detfinamento civile e penale in materia di intenfee
illecite nella vita privata, di tutela della digajtdel’'immagine e degli altri luoghi cui é ricomosta analoga
tutela.

Appare inoltre evidente la necessita del rispetitechorme del Codice Penale che vietano le intexzeni
di comunicazioni e conversazioni.

Principio di necessita

Poiché l'installazione di un sistema di videosotisga comporta in sostanza l'introduzione di uncealo
per il cittadino, ovvero di una limitazione e comgue di un condizionamento, va applicato il principl
necessita e, quindi, va escluso ogni uso supeefiuevitati eccessi e ridondanze.

Ciascun sistema informativo e il relativo programnfarmatico vanno conformati gia in origine in nwoda

non utilizzare dati relativi a persone identifidahuando le finalita del trattamento possono essealizzate
impiegando solo dati anonimi. Il software va coaf@o anche in modo da cancellare periodicamente e
automaticamente i dati registrati.

Se non é osservato il principio di necessita rigaate le installazioni delle apparecchiature, iVaé di
videosorveglianza non ¢ lecita.

Principio di proporzionalita

Nel commisurare la necessita di un sistema al gdgadigchio presente in concreto, va evitata levakzione

di dati in aree di attivita che non sono soggettmacreti pericoli, 0 per le quali non ricorre uiféttiva
esigenza di deterrenza, come quando, ad esempielelsamere vengono installate solo per meri fini d
apparenza e di prestigio.

Gli impianti di videosorveglianza possono essetwait solo quando altre misure siano ponderataenent
valutate insufficienti o inattuabili. Se la lorostallazione e finalizzata alla protezione di bamgche in
relazione ad atti di vandalismo, devono risultaagmenti inefficaci altri idonei accorgimenti dueontrolli

da parte di addetti, sistemi di allarme, misurprdtezione degli ingressi, abilitazioni agli ingses

Non va adottata la scelta semplicemente meno @staseno complicata o di piu rapida attuazione, che
potrebbe non tener conto dell’impatto sui dirigigtl altri cittadini o di chi abbia diversi legitti interessi.

Non risulta di regola giustificata un’attivita dideosorveglianza rivolta non al controllo di evestiuazioni
e avvenimenti, ma a fini promozionali-turistici aljblicitari, attraverso web cam o cameras-on-lihe c
rendano identificabili i soggetti ripresi.

Anche l'installazione meramente dimostrativa ofatta di telecamere non funzionanti o per finzicareche
se non comporta trattamento di dati personali, geterminare forme di condizionamento nei movimenti
nei comportamenti delle persone in luoghi publ@igrivati e pertanto puo essere legittimamente tbqge
contestazione.

La videosorveglianza €, quindi, lecita solo ses@eitato il cosiddetto principio di proporzionalgia nella
scelta delle apparecchiature di ripresa da inséaliaa nelle varie fasi del trattamento.

Il principio di cui trattasi consente margini dddirta nella valutazione da parte del titolare ggtamento ma
non comporta scelte del tutto discrezionali e idagabili.

Il titolare del trattamento, prima di installare inmpianto di videosorveglianza, deve valutare, tivi@mente
e con un approccio selettivo, se l'utilizzazionetipzata sia in concreto realmente proporzionatasagpi
prefissi e legittimamente perseguibili.

Si evita cosi un’ingerenza ingiustificata nei digt nelle liberta fondamentali degli altri intesas.
La proporzionalita va valutata in ogni fase o madalel trattamento, per esempio quando si devzlista

] se sia sufficiente, ai fini della sicurezza, rilevammagini che non rendono identificabili i sinigol
cittadini, anche tramite ingrandimenti;



" se sia realmente essenziale ai fini prefissi rdm@gimmagini dettagliate;

" la dislocazione, I'angolo visuale, I'uso di zoomt@uatici e le tipologie — fisse o mobili — delle
apparecchiature;
] guali dati rilevare, se registrarli 0 meno, se #ang di una rete di comunicazione o creare un@dan

di dati, indicizzarla, utilizzare funzioni di fermimmagine o tecnologie digitali, abbinare altreoimhazioni
o interconnettere il sistema con altri gestiti daflesso titolare o da terzi;
= la durata dell'eventuale conservazione, che, comendeve essere sempre temporanea.

In applicazione del predetto principio, va altrésiimitata rigorosamente:

" anche presso luoghi pubblici o aperti al pubbligoando sia legittimo ed effettivo interesse per
particolari finalita, la ripresa di luoghi privaiidi accessi a edifici;
" I'utilizzazione di specifiche soluzioni quali il Begamento ad appositi “ centri “ cui inviare seljna

di allarme sonoro o visivo, oppure I'adozione dieiventi automatici per effetto di meccanismi desis
automatizzati d’allarme (chiusura accessi, affludispersonale di vigilanza, etc. ), tenendo anadm@ache
in caso di trattamenti volti a definire profili egsonalita degli interessati la normativa in matgnievede
ulteriori garanzie;

" I'eventuale duplicazione delle immagini registrate;

" la creazione di una banca dati quando, per leit@nperseguite, e sufficiente installare un sistema
circuito chiuso di sola visione delle immagini, samegistrazione

Principio di finalita
Gli scopi perseguiti devono essere determinatijase legittimi.
Cio comporta che il titolare possa perseguire Bohdita di sua pertinenza.

E’ consentita I'introduzione di sistemi di videogeglianza come misura complementare volta a nmayléeo
la sicurezza all'interno o all’esterno di edificiimpianti ove si svolgono attivita produttive, ireddali,

commerciali o di servizi, o che hanno lo scopogialare I'eventuale esercizio, in sede di giudddidle o

penale, del diritto di difesa del titolare del taatento o di terzi sulla base di immagini utilidaso di fatti
illeciti.

Sezione IV
COMUNICAZIONE E DIFFUSIONE DEI DATI
Art. 17 - Comunicazione
1. La comunicazione dei dati personali da parteGiehune di ROCCA CANAVESE a favore di soggetti

pubblici, esclusi gli enti pubblici economici, & mmssa quando € prevista da una norma di legge o
regolamento. In mancanza di tale norma la comuitineze ammessa quando € comungque necessaria ed
esclusivamente per lo svolgimento delle funziotiiuigionali e pud essere iniziata se € decorserhine di

cui all’art. 19 comma 2 del D.Lgs. 30/6/2003 n. 196

2. Non si considera comunicazione, ai sensi e peffgtti del precedente comma, la conoscenzaddéi
personali da parte delle persone incaricate ediazébe per iscritto a compiere le operazioni datamento
dal titolare o dal responsabile e che operano $ottwo diretta autorita.

3. E’ in ogni caso fatta salva la comunicazionéffusione di dati richiesti, in conformita alla lgg, da forze
di polizia, dall'autorita giudiziaria, da organisii informazione e sicurezza o da altri soggettilpici ai

sensi dell'art. 58, comma 2, del D.Lgs. 30/6/200396 per finalita di difesa o di sicurezza deltat8 o di
prevenzione, accertamento o repressione di reati.



CAPO IV
TUTELA AMMINISTRATIVA E GIURISDIZIONALE

Art. 18 - Tutela

1. Per tutto quanto attiene ai profili di tutelaraimistrativa e giurisdizionale si rinvia integralnte a quanto
previsto dagli artt. 100 e seguenti del decretgslativo 30 giugno 2003 n.196.

CAPO V
NORME FINALI

Art. 19 — Norme finali

Il presente regolamento e le sue successive madifini sono trasmesse all’Autoritd garante per la
protezione dei dati personali, qualora ne ricorrigm@supposti, ai sensi e per gli effetti degticali 37 e 38
del Codice.

2. Il presente regolamento e le sue successiveficemloni &€ tenuto sempre a disposizione del pgbbli
affinché ne possa prendere visione in qualsiasi emoned verra pubblicato all’albo pretorio on lmesul
sito internet



